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ABSTRACT

The more the state seeks to put in place modalities designed to address minorities’ specific situations, the more it needs information about them. This is true of both aspects of minority protection: measures aimed at protecting minority groups’ identity, as well as prohibition of discrimination. The necessity of collecting data on minorities has become a recurrent theme in opinions issued by the Advisory Committee on the Framework Convention on the Protection of National Minorities. This echoes the views expressed by other international bodies tasked with monitoring anti-discrimination. However, in various European countries, the perspective of public authorities recording information on ethnic or religious affiliation of individuals generates queries and fears. The question is often raised whether such practice would be compatible with privacy rights. This article submits that while the tension between minority protection and privacy rights is real, ways can be found to reconci...
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The development of minority protection since the adoption of the Framework Convention on the Protection of National Minorities has made one thing clear: the more the state seeks to put in place modalities designed to address minorities’ specific situations, the more it needs information about them. This is true of both aspects of minority protection: measures aimed at protecting minority groups’ identity, as well as prohibition of discrimination. ¹ When public authorities wish to accommodate the traditional lifestyle of a minority—for instance, a nomadic way of life—they must be able to know how many members of this group live according to these traditions. Similarly, when they want to actively combat religious, ethnic or racial discrimination, they need to identify the groups exposed to discrimination, the scale of the problem and the areas of social life where it occurs. In addition, when the states provide the members of a minority with the possibility of benefiting from special rights or programmes designed either to redress past inequalities or to enable them to preserve some religious or cultural traits, there must be a way of identifying the potential beneficiaries of such measures. All these situations suppose the collection by public authorities of data related to ethnic, religious or linguistic affiliations of individuals.

The necessity of collecting data on minorities has become a recurrent theme in opinions issued by the Advisory Committee on the Framework Convention on the Protection of National Minorities. ² Some of the Framework Convention’s provisions

---


² Framework Convention for the Protection of National Minorities, adopted 1 February 1995, entered into force 1 February 1998, CETS No. 157, at <http://www.conventions.coe.int> (hereinafter “Framework Convention” or FCNM). The Advisory Committee on the FCNM is in the process of adopting a commentary on the participation of national minorities in cultural, social and economic life and in public affairs, which should deal with the
expressly subordinate the activation of certain rights to a quantitative factor: it is only in areas inhabited by persons belonging to a national minority in substantial numbers or traditionally, and where there is sufficient demand for it, that states parties are under an obligation to endeavour to ensure that persons belonging to this minority can use their language in relations with administrative authorities, \(^3\) that they have adequate opportunities to learn the minority language or to receive instruction in it, \(^4\) and that topographical indications intended for the public are displayed also in the minority language. \(^5\) More generally, the Advisory Committee insists that obtaining accurate statistics on the ethnic composition of the population is essential to any effective policy for the protection of national minorities. \(^6\) This echoes the views expressed by other international bodies tasked with monitoring anti-discrimination: the United Nations Committee on the Elimination of All Forms of Racial Discrimination (CERD), \(^7\) as well as the European Commission against Racism and Intolerance (ECRI), \(^8\) regularly issue of data collection. However, at the time of writing, this commentary has not yet been made public.

3 Art. 10(2), FCNM.
4 Art. 14(2), FCNM.
6 See, inter alia, second opinion on the Czech Republic, ACFC/INF/OP/II(2005)002, 24 February 2005, para. 30. Moreover, in the guidelines set out by the Advisory Committee on the information to be submitted by states parties in their reports under Art. 25(1), Framework Convention, states are asked to provide factual information, such as statistics and the results of surveys, to enable an evaluation of the effectiveness in practice of the measures taken to implement the Framework Convention. More especially, the Advisory Committee requires that they provide information on the numbers and places of settlement of persons belonging to national minorities as well as on how these data are collected. Advisory Committee on the FCNM, Outline for Reports to be Submitted Pursuant to Article 25 paragraph 1, Framework Convention for the Protection of National Minorities, ACFC/INF(1998)001, adopted 30 September 1998, para. 4 and Appendix, Outline for Part II of the Report.
8 ECRI General Policy Recommendation No. 1, Combating Racism, Xenophobia, Anti-Semitism and Intolerance, CRI (96) 43 rev., adopted 4 October 1996, at <http://www.coe.int/t/e/human_rights/ecri/1%2Decri/3%2DgeneralThemes/1%2Dpolicy_recommendations/recommendations/recommendation_n1/Rec01en.pdf>, recommends that governments “collect, in accordance with European laws, regulations and recommendations on data protection and protection of privacy, where and when appropriate, data which will assist in assessing and evaluating the situation and experiences of groups which are particularly vulnerable to racism, xenophobia, anti-Semitism and intolerance”. This recommendation is usually reiterated in country reports, under the heading “Monitoring the Situation”. See, for instance,
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call upon states to gather and produce information on the situation of racial or ethnic minorities in various areas. Since the adoption in 2000 of the two Equality Directives based on Article 13 of the EC Treaty, the European Union has joined its voice with the latter institutions and encourages EU countries to collect adequate information on the groups exposed to discrimination—in particular, ethnic and religious groups.\(^9\) The European Commission has identified the lack of accurate data in most member countries as a serious obstacle to policy developments and analysis in the field of anti-discrimination.\(^10\) Accordingly, it has commissioned or supported several studies on the issue of data collection and promotion of equal treatment that demonstrate the importance of data and statistics for anti-discrimination action.\(^11\)

However, in various European countries, the perspective of public authorities recording information on ethnic or religious affiliation of individuals generates queries, and fears. Isn’t there a danger that public authorities could use this information to mistreat minorities? Isn’t the processing of such data prohibited anyway by personal data

---


protection norms? The mere fact of classifying people in ethnic categories is contested by some as contradicting the notion of respect for individual self-determination. From a legal perspective, all these concerns revolve around the notion of privacy. Personal data protection represents an important facet of individuals' right to respect for privacy. But privacy is also increasingly seen as embodying a principle of personal autonomy or individual self-determination, which would entail a right for individuals to freely determine certain issues essential to their self-understanding.

This article submits that the tension between minority protection, on the one hand, and privacy rights, on the other, does not amount to an insoluble conflict. For sure, the relationship between these notions poses real difficulties. But ways can be found to reconcile these two imperatives. Section I of the article addresses the issue of personal data protection within the framework of European law. It shows that collecting ethnic or religious data for the purpose of protecting minorities is not necessarily incompatible with personal data protection norms, as they are defined at the European level, notably in the Convention for the Protection of Individuals with respect to Privacy in the Field of Information Technologies, which reflects the European Convention for the Protection of Individuals with regard to Automatic Processing of Personal Data (hereinafter “Convention No. 108”) and Directive 95/46/EC of the European Parliament and the Council on the Protection of Individuals with regard to the Processing of Personal Data and on the Free Movement of such Data. While processing such data is strictly restricted, it is not prohibited in all circumstances. Part II grapples with the question of how individuals can be classified into ethnic categories in a manner that respects their internationally protected rights. As will be seen, the criterion of self-identification tends to be considered to be the most in line with international human rights law. Article 3 of the Framework Convention, in particular, has been interpreted by the Advisory Committee as entailing a 'principle of self-identification'. Yet, the practice reveals that the use of this criterion does not come without problems. In fact, some states follow other classification methods. Based on a close analysis of the Advisory Committee and other international institutions' work, it will be argued that self-identification is not an absolute rule: under certain conditions and within certain limits, resorting to classification modes other than self-identification may be permissible under human rights law.

In recent years, developments in the field of anti-discrimination have had a notable impact on European states' practice in relation to ethnic, linguistic or religious data collection: several Western European states—where, traditionally, such data were rarely collected—have introduced mechanisms designed to gather information on people belonging to certain ethnic or religious minority groups as part of their anti-discrimination programmes. The emphasis in this article will therefore be on these countries, such as the United Kingdom, Ireland and the Netherlands, which have started to collect ethnic or religious data during the last 15 years for the purposes of their anti-discrimination policies. However, some aspects of the system in place in one Eastern European

---

state—namely, Hungary—will also be looked at. The article also takes into account the relevant case law of the European Court of Human Rights and the European Committee on Social Rights.

I. MINORITY DATA COLLECTION AND PERSONAL DATA PROTECTION

A. The Paradox of Minority Data

The issue of minority data collection confronts us with a paradox: information on the ethnic or religious affiliation of individuals, which is needed today to protect minorities, is similar to that which has been used in the past to discriminate, oppress or exclude some vulnerable communities. Hostility towards the idea of the state processing this information is largely due to memories of tragic moments in history where such data served to harm minorities. Above all, during the time of the Holocaust, data systems played a significant role in the persecution and extermination of Jews and Roma. These dreadful precedents remain as a warning against the risk of abuse of data related to such sensitive aspects of personality as ethnic and religious belonging. Yet it must be borne in mind that ethnic or religious data, like other types of personal information, have a double-edged nature: depending on the objective of those responsible for their processing, they can be used to the benefit or to the detriment of individuals. According to one expert in the study of abuses of population data systems, “most population data collection efforts are not associated with such targeting and misuse. Indeed, national population data systems are often the only source of reliable data needed to plan and monitor developments efforts in many fields.” The development of information and communication technologies has made the problem all the more salient: dramatic increases in the capacity to process vast datasets have exacerbated the fear of unwanted collection or abuse of personal information by public or private actors. It is against this background that personal data protection law has emerged in the second half of the twentieth century; one of the main concerns of this body of norms is precisely to ensure that personal data are gathered, stored and used only for legitimate purposes and in a way that respects individuals’ fundamental rights.

In fact, a significant number of European countries do gather data on ethnic origins or religious affiliation in some circumstances. In a recent study on ‘ethnic’ statistics and data protection carried out for ECRI, Patrick Simon highlights that among the 42


Council of Europe countries covered by the report, 22 collect data on ethnicity, 24 on religion and 26 on language. Yet the results show a neat discrepancy between Eastern and Western Europe: for historical reasons, the vast majority of Central and Eastern European states include in their national census questions on ethnocultural belonging, usually termed ‘nationality’. By contrast, only two Western European countries collect data on self-declared ethnicity—namely, Ireland and the United Kingdom. Significantly, in both cases, the addition of a question on ethnicity in the census has been motivated primarily by the will to obtain data on post-colonial immigrants and their descendants in order to inform anti-discrimination policies. Such a question appeared for the first time on the 1991 census in the UK and in 2006 in Ireland. The Scandinavian countries, as well as the Netherlands, have also developed ways to gather information about people with an immigrant background: their system, however, is not based on a declaration of ethnic affiliation by the persons concerned, but relies on data on individuals’ and their parents’ birthplace. The other countries—France, Germany and southern European states—do not record people’s ethnic origin or affiliation: the only distinction made in public statistics is the one between citizens and foreigners. These countries, therefore, do not look beyond citizenship to track ethnic or cultural differences within their national population. However, even countries that do collect ethnic data do not always use them for minority protection. Moreover, states that include a question on ‘nationality’ in the census do not necessarily collect similar data at the level of institutions such as companies, schools or health institutions. In consequence, the Advisory Committee on the FCNM and ECRI invite most European states to improve their data collection systems so as to be able to design, implement and monitor effective minority protection and equality promotion policies.

At the same time, these two bodies strongly insist that this information must be collected with full respect for personal data protection norms. These norms are par-

16 Simon, op.cit. note 13, 35-38.
18 See Dirk Jacobs et al., “Is Comparative Research in Europe on Ethnic Minorities Possible? The Challenge of Measuring Immigrant Origin and Ethnicity Cross-nationally” (unpublished article on file with the author). In the case of Italy, national censuses do not include any question on affiliation with a minority, with the exception, however, of Bolzano Province, where individuals are asked to declare affiliation with a linguistic group. Statistics on the Ladin, German-speaking and Italian communities are used, in particular, to ensure equitable distribution of political mandates and public sector positions between the three communities. See Advisory Committee on the FCNM, first opinion on Italy, ACFC/INF/OP/I(2002)007, 14 September 2001, para. 19.
19 For the Advisory Committee on the FCNM, see, inter alia, second opinion on the Czech Republic, ACFC/INF/OP/II(2005)002, 24 February 2005, para. 37; second opinion on Slovakia, ACFC/OP/II(2005)004, 26 May 2005, para. 11; first opinion on Italy, ACFC/
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ticularly developed in the European legal space. Besides Article 8 of the European Convention for the Protection of Human Rights and Fundamental Freedoms (ECHR), which guarantees the right to respect for private life generally,20 the main source of personal data protection rules at the Council of Europe level is Convention No. 108 for the Protection of Individuals with regard to Automatic Processing of Personal Data.21

Opened for signature in 1981, this Convention aimed to strengthen the legal rules protecting personal data, in view of the growth of information technologies.22 In consequence, it is only concerned with the automatic processing of personal data. Moreover, the guarantees it lays down are worded in general and somewhat vague terms. Given these limitations, EU institutions have decided to supplement this Convention with another instrument: Directive 95/46/EC of the European Parliament and the Council on the Protection of Individuals with regard to the Processing of Personal Data and on the Free Movement of such Data. This directive further specifies the rules contained in Convention No. 108 and extends the protection to all forms of personal data processing. Like Convention No. 108, it covers both the public and private sectors. However, it does not apply to activities falling outside the scope of Community law, such as public security, defence and the area of criminal law.23 Lastly, the right to personal data protection has been included in the Charter of Fundamental Rights of the European Union.24

---

20 European Convention for the Protection of Human Rights and Fundamental Freedoms, signed 4 November 1950, entered into force 3 September 1953, CETS No. 5, at <http://www.conventions.coe.int>. Since 2000, this provision has been interpreted by the European Court of Human Rights (ECtHR) as protecting individuals from the processing of personal data concerning them, whether relating to their private or public activities. See ECtHR, Appl. No. 28341/95, Rotaru v. Romania, judgment of 4 May 2000, para. 43. On the evolution of the ECtHR’s case law in this regard, see Olivier De Schutter, “Vie privée et protection de l’individu vis-à-vis des traitements de données à caractère personnel”, 45 Revue trimestrielle des droits de l’homme (2001), 137-183.

21 By November 2007, all member states of the Council of Europe had ratified this Convention, with the exception of Andorra, Moldova, Russia, Turkey and Ukraine, which have signed it but not yet ratified it.

22 Explanatory Report to the Convention for the Protection of Individuals with regard to Automatic Processing of Personal Data, para. 1.

23 Art. 3(2), Directive 95/46/EC. A Framework Decision on the protection of personal data processed in the framework of police and judicial cooperation in criminal matters, proposed by the European Commission in October 2005 (COM (2005) 475 of 4 October 2005), is currently under discussion within European institutions.

Both the Council of Europe’s Convention No. 108 and the EU Directive 95/46/EC make a distinction between two kinds of personal data: they lay down general safeguards applicable to the collection, storage, use and dissemination of any sort of personal data (see Subsection C below). In addition, they set forth more stringent conditions where specific categories of data, considered especially sensitive, are at stake. These ‘sensitive data’ include, in particular, data revealing ethnic origin and religion (see Subsection D below). Before examining these rules in more detail, the concept of ‘personal data’ and the reason why minority protection may call for the processing of such data, need to be clarified (see Subsection B below).

B. Personal Data and their Use for Minority Protection

Personal data protection norms only apply to personal data—that is, “any information relating to an identified or identifiable individual”. Directive 95/46/EC specifies that “an identifiable person is one who can be identified, directly or indirectly, in particular by reference to an identification number or to one or more factors specific to his physical, physiological, mental, economic, cultural or social identity”. This entails that data collected on an entirely anonymous basis do not constitute ‘personal data’ and are therefore not the concern of personal data protection laws. ‘Anonymous data’ within the meaning of Directive 95/46/EC supposes that the natural person to which the information relates (the ‘data subject’) cannot be identified, whether by the data controller or by any other person, taking account of all the means likely reasonably to be used to identify that individual. Accordingly, a survey where inhabitants of a region are asked about their ethnic affiliation under conditions of total anonymity would not involve personal data protection norms, provided that the number of interviewees is high enough to prevent any indirect identification of natural persons. Similarly, when data are made anonymous to be used in statistics in such a way that data subjects are no longer identifiable, they do not constitute personal data any more.

However, minority protection can hardly rely exclusively on anonymous data: in different circumstances, it requires the handling of information that, at least in an early phase, relates to an identified or identifiable person. To begin with, in order to have

---

25 Art. 2(a), Convention No. 108. See also Art. 2(a), Directive 95/46/EC.
26 Art. 2(a), Directive 95/46/EC.
28 Recital 26, Directive 95/46/EC; ibid., 21.
29 For a more detailed description of the ways in which personal data can contribute to the fight against discrimination and the promotion of equality, see Olivier De Schutter and Julie Ringelheim, The Processing of Racial and Ethnic Data in Anti-Discrimination Policies:
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data about minorities’ demographic importance and geographic distribution in the country, states often rely on census or population registers, which constitute the most comprehensive sources of information on a country’s residents. These data are important for several aspects of minority protection: the activation of language rights or the amount of financial support bestowed upon minority associations may depend on the number of persons belonging to the concerned minority at the national or regional level.

Insofar as census and population registers’ data include socio-economic information about minorities, they can also be extremely useful for designing, implementing and evaluating equality policies. Both census and population registers involve the processing of personal data. To be sure, census results can only be published in the form of aggregated data, which cannot be related to an identified person behind the statistics. But the initial collection of information on residents of the country supposes the treatment of personal data. The population register, on the other hand, is a mechanism for the continuous recording of certain information pertaining to a country or a region’s residents and the data it contains are kept in a way that allows identification of the individuals concerned.

Furthermore, in order to implement active equality and anti-discrimination policies, public authorities need information about the situation of vulnerable groups in specific areas of social life, such as employment, education or health. This may require collecting data on individual’s ethnic or religious affiliation at the level of institutions. Indeed, statistics about the ethnic or religious break-up of companies’ workforces, children enrolled in different types of schools, or users of the health system, can be crucial to enabling the detection of disparities between minorities and the majority in access to employment, education or healthcare. Thus, in the UK, under the Race Relations (Amendment) Act 2000, which introduces a positive duty on public sector bodies to promote race equality, the Home Secretary has imposed on a large number of public authorities the obligation to prepare and publish an ‘equality scheme’: among other measures, the listed public authorities must carry out ‘ethnic monitoring’ of their policies, i.e., collect, store and analyze data about people’s ethnic backgrounds in order to “highlight possible inequalities, investigate their underlying causes and remove any unfairness or disadvantages”.


31 Each particular person is provided with an identification number to facilitate locating a record concerning him or her. See the United Nations Statistics Division website, at <http://unstats.un.org/unsd/demographic/sources/popreg/popregmethods.htm#60>.
32 Art. 71(2), Race Relations (Amendment) Act 2000, signed 30 November 2000. The requirement to prepare and publish a Race Equality Scheme is part of the specific duties imposed by the Home Secretary on specific types of public authorities, which supplement the general duty to promote equality. See Colm O’Cinneide, Taking Equal Opportunities Seriously: The Extension of Positive Duties to Promote Equality (Equality and Diversity Forum, London, 2003), 29-30.
Similarly, in Northern Ireland, under the Fair Employment and Treatment (Northern Ireland) Order 1998 (FETO), employers (including private sector employers with more than 10 full-time employees working more than 16 hours a week), are under an obligation to submit annually to the Northern Ireland Equality Commission a ‘monitoring return’ describing the community background of their workforce and of those applying for positions.\(^{34}\) Given the relatively small size of some of these institutions, anonymous collection of data does not always guarantee that individuals concerned cannot be identified. Besides, non-anonymous data are arguably more adequate for the monitoring of certain issues, such as equality in career development. This is the view of the former UK Race Equality Commission: in its guidelines on ethnic monitoring addressed to public authorities, it recommends that where a person is likely to have a long-standing relationship with the institution, the latter links the ethnic data to the individual through an identifying number, in order to keep track of how its policies and procedures affect this person without having to get monitoring data every time.\(^{35}\)

In addition, where special entitlements are reserved for the members of a minority, such as a right to take a day off for a religious holiday or to receive a specific scholarship to access university education, those who wish to benefit from these possibilities must declare to the concerned institution their affiliation with the group protected.

Lastly, ethnic or religious data may be essential to proving discrimination in specific instances. The EU ‘Race Equality Directive’ (Directive 2000/43/EC) and ‘Employment Equality Directive’ (Directive 2000/78/EC) both state in their preambles that national rules may provide for direct or indirect discrimination “to be established by any means, including on the basis of statistical evidence”.\(^{36}\) Accordingly, several EU member states admit the possibility of using statistics as a means of proof in anti-discrimination proceedings.\(^{37}\) Interestingly, in its decision European Roma Rights Centre v. Greece, the European Committee of Social Rights found Greece to be in breach of its obligation to promote the rights of families to adequate housing under Article 16 of the European Social Charter,\(^{38}\) based, *inter alia*, on estimates submitted by the complain-
ants according to which around 100,000 Roma were living in sub-standard housing conditions, without the state taking appropriate measures to improve their situation. The Greek government, while contesting this allegation, maintained that it could not provide any estimate of the Roma minority's situation because of legal—and specifically constitutional—impediments to the processing of such data. The European Committee rebutted this argument: “when the collection and storage of personal data is prevented for such reasons, but it is also generally acknowledged that a particular group is or could be discriminated against, the authorities have the responsibility for finding alternative means of assessing the extent of the problem and progress towards resolving it that are not subject to such constitutional restrictions”. The European Court of Human Rights took a comparable stance in its judgment *D.H. and Others v. the Czech Republic*, which deals with the issue of Roma segregation in education. To support their claim that their placement in 'special schools' for children with learning disabilities amounted to indirect discrimination, the applicants, who were Roma themselves, provided statistical data showing that in the Czech Republic a disproportionate number of Roma children, compared with other children, were placed in such schools, where education was substantially inferior to that offered in ordinary schools. Somewhat similarly to the Greek government in the aforementioned case, the Czech Republic argued that these figures were not sufficiently conclusive and that no official information existed on the ethnic origin of pupils that could prove the existence of discrimination. The European Court rejected this argument on two grounds: first, the Czech government did not produce any alternative statistical evidence; and, second, while the statistics submitted by the applicants might not have been entirely reliable, they were confirmed by independent supervisory bodies' reports, including the report submitted by the Czech Republic itself under the Framework Convention.

In all these situations, personal data protection norms come into play. As mentioned above, these norms include, on the one hand, general requirements applicable to all sorts of personal data (see Subsection C) and, on the other, additional rules concerning specific categories of data considered sensitive (see Subsection D).

---

39 European Committee of Social Rights, Complaint No. 15/2003, *European Roma Rights Centre v. Greece*, Decision on the Merits of 8 December 2004, para. 27. The Committee further observed that the estimates provided by the complainant organization were corroborated by other international bodies—namely, the UN Committee on Economic, Social and Cultural Rights, the UN Committee Against Torture and ECRI. Ibid., para. 40. Besides, it emphasized that official or semi-official estimates of the number of Roma had been made by Greece in the past. Ibid., para. 28. The Committee has confirmed its stance in European Committee of Social Rights, Complaint No. 27/2004, *European Roma Rights Centre v. Italy*, Decision on the Merits of 7 December 2005, para. 23.

C. General Rules Governing the Processing of Personal Data

Convention No. 108 and Directive 95/46/EC submit the treatment of personal data to similar basic requirements. Personal data must be processed fairly and lawfully. This entails that the processing must be carried out in a manner that does not interfere unreasonably with the privacy of the data subject. Moreover, data must be gathered and stored for specified and legitimate purposes, and cannot be used in a way incompatible with those purposes. They must be adequate, relevant and not excessive in relation to the purposes for which they are processed. Hence, only those personal data that are necessary to achieve the purposes of the data collection operation may be collected. As stressed by Timo Makkonen, it follows from this that, insofar as doing so does not compromise the objective of the operation, “the controller should opt for secondary rather than primary data collection, anonymous rather than nominal surveys, sampling rather than full-scale surveys, and for voluntary rather than compulsory surveys.” Furthermore, the data must be accurate and, where necessary, kept up to date. They shall be preserved in a form that permits identification of the data subjects for no longer than is required for the purpose for which those data are stored. Besides, states are under an obligation to ensure that appropriate security measures are in place to protect personal data against accidental or unauthorized destruction or loss as well as against unauthorized access, alteration or disclosure.

In addition, Directive 95/46/EC specifically addresses the issue of statistics production. It provides that, insofar as personal data have been collected lawfully and for legitimate objectives, the further processing of these data for historical, statistical or scientific purposes, should not generally be considered incompatible with the purposes for which the data have originally been collected, provided that suitable safeguards are in place. Notably, such safeguards shall preclude the use of these data to take decisions on data subjects. With regard to the protection of personal data collected and processed for statistical purposes, more detailed rules have been defined by the Committee of Ministers of the Council of Europe in its Recommendation No. R (97) 18. This Recommendation prescribes, in particular, that personal data collected and processed for statistical purposes shall be made anonymous as soon as they are no longer necessary.

41 Art. 5(a), Convention No. 108. See also Art. 6(1)(a), Directive 95/46/EC.
42 Makkonen, Measuring Discrimination ..., op.cit. note 11, 55.
43 Art. 5(b), Convention No. 108. See also Art. 6(1)(b), Directive 95/46/EC.
44 Art. 5(c), Convention No. 108. See also Art. 6(1)(c), Directive 95/46/EC.
45 Makkonen, Measuring Discrimination ..., op.cit. note 11, 56-57.
46 Art. 5(d), Convention No. 108. See also Art. 6(1)(d), Directive 95/46/EC.
47 Art. 5(e), Convention No. 108. See also Art. 6(1)(e), Directive 95/46/EC.
48 Art. 7, Convention No. 108. See also Art. 17(1), Directive 95/46/EC.
49 Art. 6(b), Directive 95/46/EC.
50 Preamble, Recital 29, Directive 95/46/EC.
in an identifiable form (Principle 3.3). Where personal data are collected and processed for statistical purposes, they must serve only those purposes, and cannot be used to take a decision or measure in respect of the data subject (para. 4.1). The processing must remain proportionate: only those personal data shall be collected and processed which are necessary for the statistical purposes to be achieved, and identification data shall only be collected and processed where necessary (para. 4.7).

D. Specific Rules Governing the Processing of Sensitive Data

Alongside these general requirements, Convention No. 108 and Directive 95/46/EC provide for additional, stricter, conditions to be met when handling so-called ‘special categories of data’ or ‘sensitive data’. These special categories of data, which have in common that they entail a particular risk of discrimination, are singled out as requiring a heightened level of protection. In both instruments, they include data revealing religious beliefs and racial or ethnic origins. The term ‘revealing’ is important: it implies that personal data that indirectly indicate affiliation with a religious or ethnic group—for instance, an individual’s language—are to be considered sensitive. Yet, contrary to what is sometimes assumed, the sensitive data’s special regime does not amount to an absolute prohibition against processing such data. Under Convention No. 108, sensitive data “may not be processed automatically unless domestic law provides for appropriate safeguards”. Directive 95/46/EC is more specific: as a general rule, it lays down that member states should prohibit the treatment of sensitive data. However, it provides for a list of exceptions to this prohibition. Among them, several are especially relevant to the issue of minority data.

First and foremost, Article 8(2)(a) provides that the prohibition of processing sensitive data does not apply when the data subject has given his or her explicit consent to the treatment of those data. The data subject’s consent must be “a freely given specific and informed indication of his wishes by which he signifies his agreement to personal data relating to him being processed”. The consent, therefore, must have been fully and clearly expressed, and no penalty may be imposed if a person refuses to provide the information requested. The data subject must be informed of the purposes for which data are collected. This first exception can furnish a basis for allowing institutions to collect data on minorities, insofar as this is done with the free, specific and informed

53 Convention No. 108 only refers to ‘racial origin’, while Directive 95/46/EC mentions ‘racial and ethnic origin’. For the rest, the list of special categories of data differs slightly from one instrument to the other: both include data on political opinions, health and sexual life but data on trade-union membership is mentioned only in Directive 95/46/EC, while data relating to criminal convictions is referred to only in Convention No. 108.
54 Art. 6, Convention No. 108 (emphasis added).
55 Art. 8(1), Directive 95/46/EC.
56 Arts. 8(2–4), Directive 95/46/EC.
57 Art. 2(h), Directive 96/45/EC.
consent of those concerned. Yet, member states are allowed to lay down by law that the prohibition may not be lifted by the data subject’s giving his/her consent.

Second, under Article 8(2)(b), the processing of sensitive data may be permitted by national law, even without the data subject’s consent, when this is necessary for the purpose of carrying out obligations and specific rights in the field of employment law, provided that adequate safeguards are put in place. Some of the obligations stemming from non-discrimination and equality laws for employers may require the processing of sensitive data, such as, in the UK, the monitoring duty imposed on certain public authorities under the Race Relations (Amendment) Act 2000 (see supra). The processing of sensitive data must, however, be necessary for the carrying out of the obligations and rights at stake. Timo Makkonen suggests that general diversity monitoring may not meet the necessity test, insofar as employers could use other means to ensure that their practices are not discriminatory, such as anonymous monitoring and beforehand screening of recruitment practices and selection criteria.60

Third, also noteworthy is the exception provided for in Article 8(2)(e): the treatment of sensitive data can be authorized when it is necessary for the establishment, exercise or defence of legal claims. On this basis, employers, workers or other data controllers could be allowed to handle sensitive data in order to prove the existence or absence of discrimination in legal proceedings (see supra).61

In addition, Article 8(4) of the Directive permits member states to lay down, for reason of substantial public interest, exemptions other than those mentioned in Article 8(2), either by law or by decision of the privacy supervisory organ, provided that suitable safeguards are ensured. One of the objectives of this provision is to facilitate scientific research and government statistics, making it lawful to process and store sensitive data in central population registers, census registers and similar files. It can be assumed that the protection of minorities and the fight against discrimination qualify as ‘substantial public interests’. This provision thus furnishes an important ground for allowing the processing of sensitive data necessary for these objectives. It is precisely on this basis that ethnic monitoring has been authorized in the UK.63 The 1998 UK Data Protection Act allows for the processing of data revealing race or ethnic origin under two conditions: the processing must be necessary for identifying the existence or absence of equality of opportunities or treatment between persons of different racial or ethnic

59 In the context of employment, however, there are discussions about whether it is appropriate to rely on the worker’s consent, given the power imbalance between the processor, i.e., the employer, and the data subject, i.e., the worker. On this debate, see De Schutter and Ringelheim, op.cit. note 29; and Olivier De Schutter, “La protection du travailleur vis-à-vis des nouvelles technologies dans l’emploi”, 54 Revue trimestrielle des droits de l’homme (2003), 627-664.

60 Makkonen, Measuring Discrimination …, op.cit. note 11, 59.

61 See De Schutter and Ringelheim, op.cit. note 29; De Schutter, op.cit. note 29, 28-29; Makkonen, Measuring Discrimination …, op.cit. note 11, 61.

62 See Recital 34, Directive 95/46/EC. See also Makkonen, Measuring Discrimination …, op.cit. note 11, 61.

63 Makkonen, Measuring Discrimination …, op.cit. note 11, 61.
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background with a view to promoting or maintaining equality; and it must be carried out with appropriate safeguards for the rights and freedoms of data subjects.64

In sum, European norms on personal data protection, while restricting the circumstances in which sensitive data may be processed, do not prevent states from allowing their treatment where this is necessary for the protection of minorities, provided specific conditions are met. As a matter of fact, several of the exceptions set out in Directive 95/46/EC to the prohibition on processing sensitive data provide a ground for authorizing the collection of such data for the purpose of minority protection or anti-discrimination policies. However, where states make use of this possibility, they must ensure that both the general rules applicable to the treatment of all personal data and the particular requirements pertaining to sensitive data are strictly respected.

II. Minority Data Collection and Ethnic Classifications

The question of how to protect individuals against illegitimate registration, use or dissemination of data related to their religious or ethnic background represents only one facet of the problem raised by minority data collection. Another major source of debate is the issue of how to identify a person's religion or ethnic belonging in the first place. This is more problematic for ethnic affiliations than for religious ones.65 This section, therefore, concentrates on the theme of ethnic categorizations.

Ethnicity is a complex and contested concept. It is usually understood to be based on cultural ties and commonality of descent. However, there is no consensus among social scientists as to its exact definition. Most sociologists and anthropologists today reject essentialist concepts of ethnicity and insist that it is a socially constructed concept: ethnic groups are not based on natural and permanent characteristics; they are constructed and negotiated through interactions with other people and groups. Martin Bulmer and John Solomos emphasize that “[p]eople are socially defined as belonging to a particular ethnic or racial group, either in terms of definitions employed by others, or definitions which members of particular ethnic groups develop for themselves”.66 Identity feelings, moreover, can be multiple, overlapping and fluctuating.67 Martin Bulmer proposes the following description of an ethnic group: “a collectivity within a larger population having real or putative common ancestry, memories of a shared past, and a cultural focus upon one or more symbolic elements which define the group’s iden-
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65 On the difficulties raised by the concept of ‘religion’, see Makkonen, Measuring Discrimination …, op.cit. note 11, 78-79.


tity, such as kinship, religion, language, shared territory, nationality or physical appearance. This accords to a large extent with the definition found in the Principles and Recommendations for Population and Housing Censuses issued by the United Nations in September 2007: “[b]roadly defined, ethnicity is based on a shared understanding of history and territorial origins (regional and national) of an ethnic group or community as well as on particular cultural characteristics such as language and/or religion […] Ethnicity is multidimensional and is more a process than a static concept, and so ethnic classification should be treated with moveable boundaries.” This latter document also highlights that the criteria relevant for identifying ethnic groups are dependent upon national context and may thus vary from country to country.

How can individuals’ ethnic affiliation or origin be determined for the purpose of minority protection in a way that respects their individual rights? This is the question addressed in the remainder of this article. The right to privacy is again relevant here, insofar as it is increasingly seen as entailing the freedom for individuals to determine issues essential to their life and self-understanding. This trend is especially perceptible in the European Court of Human Rights’ jurisprudence: since the year 2000, the Court has recognized that the notion of personal autonomy is an important principle underlying the interpretation of the right to private life enshrined in Article 8 of the European Convention. Further, it has paid growing attention to the issue of respect for identity in its case law on Article 8. Personal autonomy and respect for individual identity thus constitute major principles to be taken into account when assessing the legitimacy of methods used for ethnic categorizations. Accordingly, the approach based on self-identification by the persons concerned has come to be deemed by international
bodies as most in line with international human rights law (see Subsection A). Yet it is also essential that the criterion on which the classification is based enables public authorities to obtain data that are adequate in relation to the purpose for which they are collected. In this regard, it is debatable whether the criterion of self-identification is in all circumstances the most adapted to collect data necessary for implementing minority rights policies, and especially anti-discrimination programmes. The possibility for states to resort to criteria other than self-identification in order to identify people belonging to certain minorities calls, therefore, for careful discussion (see Subsection B).

A. Self-identification and Ethnic Classifications

Various methods are used around the world for determining an individual’s ethnic origin or affiliation. Four major approaches can be distinguished:

- Classification based on self-identification: individuals are asked to declare which ethnic group they feel they belong to. Often, they have to choose from a pre-established list of groups, which usually contains a final open category, allowing them to add a group not included in the list.
- Identification by community members: individuals are classified as belonging to a group if they are recognized as such by other members of the group.
- Identification based on ‘objective’ or indirect criteria: individuals are ranged into pre-defined categories on the basis of indirect indicators, such as their country of birth, the nationality of their parents or grandparents, or their mother tongue. These criteria are deemed ‘objective’ because they do not rely on self-perception or perception by others, but rather on factual information on places and practices that can be objectively assessed.
- Identification by a third party on the basis of visual observation: individuals are considered members of a group if they are identified as such, on the basis of their physical appearance, by an external observer carrying out the classification.

No international convention expressly regulates the criteria to be used to determine whether an individual belongs to a certain ethnic group. However, since the 1990s, several international bodies have expressed the view that self-identification is the most in line with certain internationally recognized rights. This position is clearly endorsed by the Advisory Committee on the FCNM. Article 3(1) of the Framework Convention lays down that every person belonging to a national minority shall have the right freely to choose to be treated or not to be treated as such and that no disadvantage shall result from this choice. The Advisory Committee interprets this provision as entailing that the collection of personal data on affiliation with a national minority should be voluntary and based on self-identification. The ‘principle of self-identification’ stemming from Article 3 of the FCNM has been repeatedly asserted in various country

74 See Simon, op.cit. note 11, at 37-41.
opinions.\textsuperscript{76} The Advisory Committee also infers from this that a question on ethnic or linguistic affiliation on the census cannot be made mandatory.\textsuperscript{77} The UN Committee on the Elimination of Racial Discrimination, for its part, stated in its 1990 General Recommendation VIII, that identification of individuals as being members of a particular racial or ethnic group “shall, if no justification exists to the contrary, be based upon self-identification by the individual concerned”.\textsuperscript{78} Likewise, ECRI consistently recommends in its country reports that ethnic data be collected with due respect for the principles of informed consent and voluntary self-identification of persons as belonging to a particular group.\textsuperscript{79} The Durban Declaration and Plan of Action follows this trend: it lays down that information documenting racism and racial discrimination shall be collected with the explicit consent of the victims and be based on their self-identification.\textsuperscript{80} In fact, in national census practices around the world, self-identification increasingly appears as the preferred criterion for ethnic classifications.\textsuperscript{81} Significantly, Recommendations for the 2010 Censuses of Population and Housing set out by the Conference of European Statisticians, on the basis of UN principles and recommendations, indicate that given the subjective dimension of ethnicity, information on this notion should be based on the free self-declaration of a person.\textsuperscript{82}

The wide support presently enjoyed by self-identification as a criterion for ethnic classification can be attributed partly to the fact that, among the various possible criteria, it is the one that best accords with the notion of personal self-determination: it leaves it


\textsuperscript{78} General Recommendation VIII, 38th Session, 1990, UN Doc. A/45/19, 79.


\textsuperscript{82} Conference of European Statisticians, \textit{op.cit}. note 69, paras. 415 and 425, at 95. See also the UN Principles and Recommendations for Population and Housing Censuses, \textit{op.cit}. note 69, para. 2.162, at 162.
to individuals to assess to which group they feel they belong and whether they want to be considered as a member of a given community. Nonetheless, self-identification poses certain difficulties. Significantly, several European countries continue to resort, in some circumstances, to methods other than the one based on self-declared affiliation.

**B. Limits of Self-identification and Alternative Criteria**

A first major difficulty raised by self-identification lies with the fact that, in some contexts, this criterion leads to significant under-reporting by the members of minorities that are especially stigmatized and discriminated against. There are various reasons why people may choose not to identify with a minority to which, from an external point of view, they seem to belong: they may feel that association with this community does not reflect their identity; or they may fear that declaring affiliation with this group will put them at risk of discrimination. These two factors may be intertwined when people reject affiliation with a group that suffers from stigmatization. This problem is especially acute in the case of Roma. As is well known, census figures about the Roma populations in Central and Eastern European countries are not reliable; these populations are estimated to be much higher than the census results indicate. The Advisory Committee has emphasized this problem in several of its country opinions, highlighting that the lack of reliable data is detrimental to Roma, insofar as it hampers the ability of the state to target, implement and monitor measures aimed at promoting full and effective equality or at protecting their culture. It has made several suggestions as to measures that could be taken by states in order to address the problem of under-reporting: public authorities should consult and involve representatives of national minorities in the organization of the population census, and in particular in the drafting of the question on ethnic affiliation. By the same token, they should endeavour to better inform and
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raise awareness among minorities of the importance of the census, in order to encourage the persons concerned to use the opportunity of declaring their ethnic affiliation. 87 In addition, the Committee recommends that governments should seek further ways and means of obtaining reliable statistical data on the actual number of persons belonging to national minorities, rather than relying solely on census results. 88 For instance, when complete statistics are not available in areas such as access of minorities to employment or health care, states are invited to gather data by other means, such as estimates based on ad hoc studies, special surveys or any other scientifically valid methods. 89

Conversely, in some situations, self-identification may lead to over-reporting: where special programmes are established for particular groups, for example to assist members of minorities in obtaining jobs or accessing university education; individuals who have no real connection with this particular ethnic group can be tempted to self-identify with it in order to benefit from this programme. 90 A problem of the sort arose in Hungary in relation to minority self-government elections. Under the 1993 Law on the Rights of National and Ethnic Minorities, any of Hungary’s 13 recognized minorities are allowed to establish local or national self-government. 91 These bodies manage public funds and are competent in the field of local education, language use, printed and electronic media and the promotion of their traditions and culture. In the initial system, no specific criterion was set for participation in the elections of these institutions: neither candidates nor voters needed to declare affiliation with the minority group represented by a given self-government. This led to some problematic situations: in some cases, people who did not consider themselves to be members of the minority concerned participated in self-government elections either for financial reasons or, worse, with the deliberate
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purpose of limiting the powers of the minority. Such abuses affected the Roma community especially: in the village of Jázladány, in particular, a group of non-Roma, led by the wife of the mayor, were elected to the Roma minority self-government thanks to non-Roma votes, with the specific objective of overruling the previous self-government’s decision to veto the creation of a new private school, which in its view would have increased Roma segregation in education. In order to address this problem, the law was amended in 2005: participation in minority self-government elections is now restricted to persons belonging to the minority concerned. Interestingly, however, the system remains based on self-identification: voters in a given minority self-government election are now required to register with the local election office prior to each election and to explicitly state that they are members of the minority. This declaration cannot be challenged. Besides, in order to guarantee personal data protection, access to the register is limited and the voters’ lists are destroyed after each election. As for candidates, they must be presented by a minority civil society organization that has been in existence for at least three years and is identified in its statutes as an organization representing the minority concerned.

At this point, it is important to emphasize that Article 3 of the Framework Convention does not provide individuals with a right to arbitrarily choose to belong to a national minority. As stated in the Explanatory Report, the choice guaranteed in Article 3 of the Framework Convention presupposes that the person concerned displays objective characteristics that permit him or her to be considered a member of a determinate national minority. Thus, given the difficulties entailed by self-identification, the question arises whether states can resort to criteria other than self-declared identity for determining a person’s ethnic affiliation or origin.

The Advisory Committee has been confronted with this issue when reviewing the United Kingdom’s second report. The problem concerned the positive action schemes introduced in Northern Ireland by the Fair Employment and Treatment (Northern Ireland) Order 1998 (FETO) (see supra). As mentioned above, under this legislation, employers are under a duty to submit annually to the Northern Ireland Equality
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94 Explanatory Report to the FCNM, para. 35.
Commission a ‘monitoring return’ reporting the community background of their workforce and job applicants. The rules laid down to determine the community to which an employee is treated as belonging in this context has retained the attention of the Advisory Committee. In principle, the determination must be based on the person’s self-identification. But where an employee or job applicant does not declare affiliation with either of the two communities, the employer is strongly recommended to use the residuary method in order to check his or her community affiliation. This residuary method consists of relying on other relevant information provided by the persons concerned, such as their name and surname, address, schools attended, sporting or leisure pursuits or interests, clubs, societies or organizations they belong to or occupation as a clergymen of a particular religious denomination. On this basis, the employer is allowed, for the purposes of the monitoring return, to treat the employee as belonging to the community to which the information tends to show he or she is related. Yet, before sending in the monitoring return, the employer must inform each employee about the community to which he or she is regarded as belonging in this document. Where the employee believes that the employer has incorrectly designated him or her and draws this to the employer’s attention within seven days, the employer is obliged to correct the monitoring return to reflect this response.

Interestingly, when assessing the compatibility of this system with Article 3 of the Framework Convention, the Advisory Committee took a very nuanced position: while restating that restrictions on the right to free self-identification by persons belonging to national minorities are not consistent with the latter provision, it admits that “in the specific context of Northern Ireland, and at this particular moment in time, the determination by employers of the community background of their employees, trainees and applicants may be relevant in order to secure the fair participation of under-represented groups”. It recommends that the government should regularly review the authorization given to employers to determine the community background of their employees in order to ensure its continuing relevance to the objective of securing equality in the field of employment. The Advisory Committee, however, did not elaborate on the reasons why it deems the system in place in Northern Ireland as relevant and acceptable under the Framework Convention. It is suggested that three factors can explain the Advisory Committee’s position. First, for an equality programme such as the one in place in Northern Ireland to be efficient, it is essential that the authorities obtain accurate data on the number of employees belonging to each community, both the traditionally disadvantaged one and the traditionally privileged one. Indeed, this monitoring obligation is part of a general policy aimed at redressing inequalities between Catholics and Protestants in the labour market. Data are needed to determine whether members of both communities enjoy fair participation in employment, detect instances of potential discrimination and identify additional measures to be adopted to remedy the situation.
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where necessary. If a number of individuals choose not to declare association with a community, although they are in fact connected to it and perceived as such by the surrounding society, the figures will be distorted and this can jeopardize the implementation of the whole equality scheme.\(^98\) Second, it must be pointed out that the residuary method employers are allowed to use to determine a person’s background despite him or her not declaring affiliation with any of the two communities, does not permit them to rely merely on their subjective perception of which community a person belongs to: rather, it is based on specific criteria listed in the relevant regulations and which, in the social context of Northern Ireland, characterized by a profound cleavage between Catholics and Protestants, are deemed revealing of a person’s community.\(^99\) Third—and importantly—the derogation to the rule of self-identification is attenuated by the fact that the persons concerned have the option of requiring that the monitoring return be corrected if they deem that they have been incorrectly classified as belonging to one community. They are, therefore, not deprived of all control over the manner in which they are categorized for the purposes of the monitoring obligation.

While the Northern Ireland system is still principally based on self-determination, other countries have chosen a different criterion as the main basis for determining ethnic affiliation or origin when collecting data necessary for their anti-discrimination policies. This is the case in the Netherlands. Here, categorization as a member of an ‘ethnic minority’ does not depend on self-identification by individuals but rather on their birthplace or that of their parents. However, the notion of ‘ethnic minority’ has a particular meaning in the Dutch official language. In 1983, the Dutch government adopted a ‘minority policy’ aimed at enhancing the socio-economic integration of certain disadvantaged immigrant groups (Minderbedennota). Since then, the term ‘ethnic minorities’ has designated a limited list of groups, specifically named in governmental documents, and characterized by two elements: first, they are groups of immigrants and descendants of immigrants for the presence of which the authorities feel a special responsibility, either because they come from former colonies (Surinamese, Antillans, Arubans and Moluqans) or because they have been recruited by the government to work in the Netherlands (in particular Moroccans and Turks); and, second, they are in a structurally disadvantaged socio-economic situation.\(^100\) Under the 1998 Act for
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98 See De Schutter and Ringelheim, \textit{op.cit.} note 29.
99 McCrudden, \textit{op.cit.} note 94.
100 In addition, in 1995, the national statistics agency (\textit{Centraal Bureau voor de Statistiek}, CBS) introduced the category ‘allochtonen’ (i.e., ‘non-autochthonous’) in official statistics to single out individuals with a foreign background living in the Netherlands, whether or not they are Dutch citizens. It is sufficient to have at least one parent born abroad to be classified as ‘allochtonen’. See Dirk Jacobs and Andrea Rea, “Construction et importation des classements ethniques: Allochtones et immigrants aux Pays-Bas et en Belgique”, 21(2) \textit{Revue européenne des migrations internationales} (2005), 35-59; Virginie Guiraudon, Karen Phalet and Jessica Ter Wal, \textit{Comparative Study on the Collection of Data to Measure the Extent and Impact of Discrimination in a Selection of Countries – Final Report on the Netherlands} (European Commission, DG Employment and Social Affairs, Brussels, 2004), 11.
Stimulation of Participation of Minorities in the Labour Market, all companies with more than 35 employees were required to define an action plan aimed at promoting equality for ethnic minorities. Moreover, they had to publish on a yearly basis a report on the number of people belonging to ‘ethnic minorities’ in their workforce, with a view to achieving a multicultural workplace in the Netherlands. This obligation was terminated by Dutch authorities in 2004, but companies can still carry out ethnic monitoring on a voluntary basis. To this end, employers are allowed to ask their employees to provide information on their place of birth or that of their parents. It is on this basis that members of ‘ethnic minorities’ are identified. A specific provision has been inserted in the Dutch Personal Data Protection Act to allow the processing of personal data for this purpose. The Act subordinates the authorization to the following conditions: the treatment of personal data concerning a person’s ‘race’ is permitted when this is carried out for the purpose of assigning a preferential status to persons from a particular ethnic or cultural minority group with a view to eradicating or reducing actual inequalities affecting persons from a particular ethnic or cultural minority group, provided that: (1) this is necessary for this objective; (2) the data processed relate only to the country of birth of the data subjects, their parents or grandparents, or other criteria laid down by law, allowing an objective determination whether a person belongs to a minority group; and (3) the data subjects have not indicated any objection to the processing of this information in writing.

The criterion chosen for ethnic classification, namely the country of origin of the person or of his or her parents, is related to the type of groups concerned by anti-discrimination policies in the Netherlands—that is, immigrants and their descendants. Of course, one could argue that, according to the traditional international law stance, communities of immigrants are not considered to constitute ‘national minorities’. However, this approach is increasingly contested in the minority rights literature. The Advisory Committee itself encourages states to envisage including certain immigrant groups in applying the Framework Convention on an article-by-article basis. The question must therefore be raised whether the Dutch system of ethnic data collection is compatible with Article 3 of the Framework Convention, which, according to the Advisory Committee, entails a norm of self-identification. In this respect, as with the Northern Ireland mechanism, it is essential to have regard to the purpose for which the data are collected. Importantly, a difference emerges here between the two facets of minority
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101 Act for Stimulation of Participation of Minorities in the Labour Market, signed 23 April 1998.
102 Art. 18, Personal Data Protection Act, signed 6 July 2000. Note that the Act also provides that the prohibition on processing sensitive data does not apply where this is carried out with the express consent of the data subject (Art. 23(1)(a)).
103 According to Kristin Henrard: “[n]otwithstanding some ongoing resistance, an international trend can be identified away from a nationality requirement”. Kristin Henrard, Equal Rights versus Special Rights? Minority Protection and the Prohibition of Discrimination (European Commission, DG Employment, Social Affairs and Equal Opportunities, Brussels, 2007), 12.
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Minority protection: preservation and promotion of minorities’ specific cultural identity, on the one hand, and anti-discrimination, on the other. While measures aimed at the first objective presuppose that individuals to which they apply identify with the minority and its culture, the protection against discrimination, by contrast, does not depend on whether the persons concerned have a feeling of belonging to the discriminated group they are associated with by others. When data are processed with a view to detecting discrimination and promoting equality, what is searched for is not how people perceive their ethnic identity, but whether they are part of a group exposed to discrimination. As a matter of fact, discriminatory attitudes do not necessarily result from individuals’ feelings of belonging, but rather from the way they are perceived by others. Self-perception and perception by others may coincide in a large number of cases, but this is not always true. Hence, insofar as reliable information attests that people with certain national origins are the victims of discrimination or structural disadvantages, the birthplace of individuals or that of their parents can be deemed to provide an objective and relevant criterion to identify the groups on which anti-discrimination policies should focus.

Besides, the rule laid down in Article 3 of the Framework Convention is related to the notion that the existence of a ‘minority’ within the meaning of international law on minority protection supposes both ‘objective’ elements—namely, ethnic, religious or linguistic features differing from those of the rest of the population—and a subjective component, i.e., the wish of the group’s members to preserve their specific identity. However, the prohibition of ethnic discrimination is not only based on the Framework Convention but is also enshrined in international instruments whose scope is not restricted to national minorities, such as the UN Convention on the Elimination of All Forms of Racial Discrimination and the EU Race Equality Directive. And the groups to which these latter instruments apply are not defined by reference to any subjective condition: all persons presenting a characteristic likely to entail a form of discrimination prohibited by the instrument at stake—be it skin colour, national origins, ethnic or racial origins—are covered by the protection it provides. How this person relates to this characteristic, whether he/she deems it important for his or her self-understanding, is irrelevant.

On a different note, it may be observed that in certain European countries where strong opposition to the institution of ethnic categories is ingrained in the political culture, the population—and especially people with an immigrant background—may more readily accept being questioned about their national origins than being asked to classify themselves in a list of pre-defined ‘ethnic’ or ‘racial’ groups.


106 Henrard, op.cit. note 103, 44-45.

107 France provides an interesting example in this regard. A survey carried out in 2006 among a sample of employees and students to assess their reaction when asked to classify themselves along various criteria, showed that categorizations based on geographic origin were well received by the vast majority of respondents (96%). Ethno-racial categories, by contrast, yielded more reluctance, especially from immigrants and people of immigrant origin. See Patrick Simon and Martin Clément, “Comment décrire la diversité des origines en France?
These considerations permit the conclusion that the use of criteria other than self-identification to collect data needed to inform, implement and monitor anti-discrimination laws and policies does not necessarily conflict with international human rights law. Self-identification should therefore not be considered as the sole and only admissible basis for gathering data on people’s ethnic affiliation or origin for the purposes of combating discrimination and promoting equality. Rather, as the CERD has stated, identification of people as members of a certain ethnic group should in principle be based on self-identification, if no justification exists to the contrary. It is submitted that the necessity of obtaining appropriate data for implementing efficient anti-discrimination and equality policies, in view of serious discrimination or disadvantage suffered by certain groups, does provide justification for relying on another criterion, in place of or in addition to self-identification. However, to be admissible, such an alternative method must be reliable and adequate for the purpose of identifying the groups at stake, taking into account the social context in which the policies are implemented. Arguably, the notion of personal self-determination would require that, even when they use a criterion other than self-declared ethnic affiliation, states should, as far as possible, ensure that individuals have a say in the categorization process. In this respect, it is noteworthy that in Northern Ireland, employees whose community background is determined on the basis of the residuary method are allowed to ask the employer’s determination to be corrected. Similarly, in the Netherlands employees have the option of indicating, in writing, objections to the processing of data on their birthplace. But whatever criterion is used, it is essential that all people should be clearly informed about the reasons why they are asked to provide such sensitive information about themselves and why it is important that public authorities obtain accurate and comprehensive data. Minority protection and eradication of discrimination cannot be achieved without the involvement of the whole society, majority and minority alike.

III. Conclusion

The question as to how to obtain adequate data on ethnic, religious or linguistic minorities is an inescapable aspect of contemporary minority protection. Various facets of international law on minorities call for the gathering of such data: the design of appropriate measures to enable minority members to preserve their cultural traits as well as the implementation of policies aimed at combating ethnic or religious discrimination.

Une enquête exploratoire sur les perceptions des salariés et des étudiants", 425 Population & Société (July-August 2006), at <http://www.ined.fr/fr/ressources_documentation/publications/pop_soc/>. On the one hand, the system in place in The Netherlands also has its limits and disadvantages. In particular, the practice of singling out people on the basis of their parents’ origins, regardless of whether they are citizens or not, may itself come to be resented as a form of stigmatization. Furthermore, from a practical point of view, after three generations, the criterion of country of birth becomes poorly reliable at identifying those at risk of discrimination: it is, indeed, difficult to record information on grandparents’ birthplace on the census or in population registers; moreover, there is no satisfying way to classify people with multiple origins. See Jacobs and Rea, op.cit. note 99; Simon, op.cit. note 11, 67-68; and De Schutter and Ringelheim, op.cit. note 29.

108 CERD, General Recommendation VIII, op.cit. note 78.
Yet, the scope for public and private bodies to handle information on personal characteristics of individuals such as their ethnic or religious affiliation is restricted by the norms stemming from the right to respect for privacy. These norms, however, should not be regarded as an obstacle to the processing of data needed for minority protection. Rather, they define fundamental safeguards and limitations that make it possible to obtain information necessary for these purposes in a manner that respects individuals’ rights and interests. To be sure, personal data protection rules, as defined in Council of Europe Convention No. 108 and EU Directive 95/46/EC, subordinate the processing of sensitive data, which include data on religion and ethnic origin, to particularly stringent conditions that supplement the general requirement applicable to the treatment of any sort of personal data. But this heightened protection does not amount to an absolute prohibition: even Directive 95/46/EC, which, as a matter of principle, precludes the processing of sensitive data, provides for exceptions to this rule. Several of these exceptions furnish a basis for allowing, under certain conditions, the treatment of data related to ethnic or religious belonging where this is necessary for minority protection and anti-discrimination. Besides, insofar as privacy is viewed as embodying a principle of personal self-determination, it also has implications for the manner in which individuals’ ethnic affiliation or origin can be determined. At the international level, there is a clear trend towards considering that identification of people as members of an ethnic group should, in principle, be based on self-identification. This position, supported by the Advisory Committee on the FCNM, ECRI and the CERD, resonates with the notion of personal self-determination. Yet the constraints of anti-discrimination policies may justify derogations from the norm of self-identification: in certain contexts, the data needed to put in place effective equality programmes are best obtained when resorting to a criterion other than self-declared ethnic identity. Nonetheless, even when an alternative method is used, states should ensure that due regard is paid to the principle of respect for individuals’ autonomy.